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Abstract of the contribution: it proposes Solution for KI#5 DL data handling.
Proposal

It is proposed to add the following solution to the TR 23.700-60 "Study on architecture enhancement for XR and media services"

START OF CHANGES
6.X
Solution #X: < DL data handling >

6.X.1
Key Issue mapping

The solution applies to Key Issue #5 Differentiated PDU Set Handling.
6.X.2
Description
When the RAN congestion happens, in order to prioritize the transmission of the more important data (e.g. I frame), the RAN can suspend the transmission of the less important DL data (e.g. B frame) to the UE. During the congestion period, the continuous less importance data from the UPF to the RAN may cause the RAN more congested and waste the transport layer resource between the RAN and the UPF. The UPF should suspend the transmission of some data to the RAN when RAN is congested. Besides, the existing FAR has supported to block or buffer chose data at the UPF.

Hence, the solution proposes to make UPF to suspend the DL data transmission to the RAN when the RAN congestion happens. 

Besides, in some XRM service, P frame and B frame are also important as I frame to construct the fluent video, dropping of those P frame and B frame causes jitter to the QoE which is not better than giving up the whole service. In some other XRM service, P frame and B frame are used to enhance the high definition, e.g. from 720p to 1080p. dropping of those P frame and B frame makes sense to keep the service when the network resource cannot transmit all of the service data.

Hence, the data allowed to be intended dropped shall be authorized by the application server, i.e. from the AF.

The solution is based on the existing QoS policy control and FAR with the following enhancement:

-  The AF provides description of data allowed to be dropped and description of data requiring prioritized transmission. The description of data allowed to be dropped is used to identify the data allowed to be dropped and it should be valid under some conditions, e.g. when the network cannot transmit all of the data of service flow. 
	1st dropping data priority
	description of the data allowed to be dropped (e.g. B frame)

	2nd dropping data priority
	description of the data allowed to be dropped (B frame, P frame)


-  The PCF issues the Network Load Monitoring policy: measured network load type (e.g. RAN load, UPF load, transport layer load), measure frequency, report event.
-  The PCF also issues multiple network load level associated QoS policies.

	Network load level_1 
	1st QoS Policy

description of the data to be dropped (e.g. B frame)

	Network load level_2
	2nd QoS Policy
description of the data to be dropped (e.g. B frame, P frame)


-  The SMF generates the Network Load Monitoring configuration for RAN: RAN load measurement indication, measure frequency, report event.

-  The SMF generates the Network Load Monitoring for UPF: measured network load type (e.g. RAN load, UPF load, transport layer load), measure frequency, report event.
-  The SMF based on the multiple network load level associated QoS policies from PCF, generates multiple network load level associated FARs, e.g.: 
	Network load level_1 
	1st FAR
description of the data to be dropped (e.g. B frame)

	Network load level_2
	2nd FAR
description of the data to be dropped (e.g. B frame, P frame)


-  The UPF 
   Upon reception of Network Load Monitoring configuration, the UPF enables the network load (e.g. UPF, transport layer) measurement and report. 

   Upon reception of network load level associated, the UPF detects the RAN load report from the UL data and executes the network load level corresponding FAR.
-  The RAN

   Upon reception of Network Load Monitoring configuration, the RAN enables the RAN load measurement and report.
6.X.3
Procedures
6.X.3.1
Procedure for policy allocation
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Figure 6.X.3.1-1: Setting up an AF session with required QoS procedure

1.
The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s), QoS reference, dropping data authorization, valid condition of dropping data authorization, description of data requiring prioritized transmission) to the NEF. 
   The dropping data authorization is the dropping data list in prioritized order. The valid condition of dropping data authorization can be the 5GS cannot delivery all of the service flow data. The dropping data order list includes the dropping data priority and its corresponding description of data allowed to be dropped, 
	1st dropping data priority
	description of the data allowed to be dropped (e.g. B frame)

	2nd dropping data priority
	description of the data allowed to be dropped (B frame, P frame)


   The valid condition of dropping data authorization e.g. when the network cannot transmit all of the data of service flow.
2.
The NEF authorizes the AF request. 
3.
The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference, dropping data authorization, valid condition of dropping data authorization, description of data requiring prioritized transmission).
4.
If the dropping data authorization and description of data requiring prioritized transmission are provided, the PCF generates the network load monitoring policy. The valid period (e.g. the peak time of a day) for the load monitoring policy may also be provided.

   The Network Load Monitoring policy includes measured network load type (e.g. RAN load, UPF load, transport layer load), measure frequency, report event. The report event may include: the report threshold of network load level, congestion happens.
   The PCF may also generate the network load level associated QoS policy to block or buffer the chose DL data at the UPF. The chose DL data belongs to data allowed to be dropped and not belong to data requiring prioritized transmission. The following table is an example of the network load level associated QoS policy: 
	1st QoS Policy

description of the data to be dropped (e.g. B frame)
	Network load level_1 

	2nd QoS Policy
description of the data to be dropped (e.g. B frame, P frame)
	Network load level_2


   The PCF include the policy into the PCC rule and sends it to the SMF in step7.
5.
The PCF responds to the NEF a Npcf_Policy Authorization_Create response.
6.
The NEF sends a Nnef_AFsessionWithQoS_Create response message to the AF. 
7.
The PCF initiates SM Policy Association Modification Request (PCC rule (Network Load Monitoring policy, network load level associated QoS policy)) to the SMF. 

The SMF generates the Network Load Monitoring configuration for RAN: RAN load measurement indication, measure frequency, report event.


The SMF generates Load Monitoring configuration for UPF: measured network load type (e.g. RAN load, UPF load, transport layer load), measure frequency, report event.


The SMF based on the multiple network load level associated QoS policies from PCF, generates multiple network load level associated FARs, e.g.: 
	Network load level_1 
	1st FAR
description of the data to be dropped (e.g. B frame)

	Network load level_2
	2nd FAR
description of the data to be dropped (e.g. B frame, P frame)


8.
The SMF replies SM Policy Association Modification Response to the PCF. 

9.
The SMF initiates N4 Session Modification Request (Network Load Monitoring configuration, network load level associated FAR) to the UPF.

   Upon reception of Network Load Monitoring configuration, the UPF enables the network load (e.g. UPF, transport layer) measurement and report. 

   Upon reception of network load level associated, the UPF detects the RAN load report from the UL data and executes the network load level corresponding FAR.
10.
The UPF(s) respond to the SMF. 


11.
For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer ([N2 SM information] (PDU Session ID, QFI(s), QoS Profile(s), Network Load Monitoring configuration), N1 SM container)).
12.
The AMF may send N2 ([N2 SM information received from SMF], NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.
   Upon reception of Network Load Monitoring configuration, the RAN enables the RAN load measurement and report.
The steps 13-18 are the same as the existing NW triggered PDU Session Modification procedure, as described in the clause 4.3.3.2 of TS 23.502[3].
6.X.3.2
Procedure for RAN load report via user plane
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Figure 6.X.3.2-1: RAN load report via user plane
1. When the RAN load reaches the report threshold or the report event happens (e.g. congestion starts), the RAN report the RAN load to the UPF via UL data header. 

The UPF block or buffer data based on the network load associated FAR.
2. When the RAN load reaches the report threshold or the report event happens (e.g. congestion ends), the RAN report the RAN load to the UPF via UL data header. 

The UPF resumes the data transmission to the RAN.
6.X.4
Impacts on services, entities and interfaces
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.
END OF CHANGES
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